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8.1
1
Decision/action requested

This contribution evalutes the EAR solutions and concludes that they are required in TS 33.180 in Release 15.
2
References

(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)

(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)

3
Rationale

This contribution evalutes the EAR solutions and concludes that they are required in TS 33.180 in Release 15.
4
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)

****************The following is new text********************

8.7 
Evaluation of Signalling authentication and authorisation

Within this document there are two proposed solutions for signalling authentication and authorisation: #1.6, #1.X
.

Analysis of signalling within the MC System (see Clause 7.2.X.3.1) shows that there are a number of potentially damaging signalling flows within the MC system that should be authenticated and authorised, especially when being generated outside of the home system.

Solution #1.6 and #1.X are both required to allow signalling to be authenticated and authorised. Correspondingly, both these solutions shall be adopted for use within the MC System.

�As defined in a separate contribution.





